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I. INTRODUCTION
a. Purpose Statement
b. Anti-malware software is not 100% successful and what can be done to improve them.  
c. Significance of the Study

II. MAIN TOPIC
(Details are placed in a logical order and correspond to the structure presented in the introduction.
(Information clearly relates to the main topic. It includes several supporting details and/or examples.)
(Supporting research studies and/or reports are research-based and accurately reported.)

a. Sub points
b. Sub points
c. Sub points 

III. CONCLUSION
(The conclusion effectively summarizes the discussion and provides at least two recommendations for further research.)

a.     Review of the Problem or Research Question
b.     Summary of Literature Review
c.      Recommendations based on the Literature Review

VI. REFERENCES
(All sources (information and graphics) are accurately documented in APA)
 
a.    Source 1
b.    Source 2
c.    Source 3
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