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The wireless point of WiFi access is the passage of client's communication with the server. The laptop is the attacking component which contains the CommView, the software element for WiFi. The article critically analyses the to and fro exchange of the automatic telephone via the Asterisk NOW from a device that is unauthorized to a telecommunication network platform (Goldstein & Rerle, 2000). 
The server is the software element via the Asterisk NOW. The considered devices for the experiment include computers and laptops belonging to clients. The experiment's results provide an analysis of the sensitivity of the network (Kuznetsov et al., 2000). As such, recommendations are made to ensure security from unauthorized components. Consequently, the best security version comes along. 
An assessment made on the wireless technology through connection and the incoming calls requires devices such as Access points, Asterisk server, PC clients, External and Internal Wi-Fi device (Kulgin, M. 1999). The server functions as the program using questions from the clients and as the computer with massive processor efficiency, windows with fast speed, large storage memory and facilitator of external devices connections. 
In other words, the server functions as a computer where it processes data from the users. It is more efficient than the user. As a result, in the computer network, there is a creation of network space where all user-interaction information exist. The server is also the chief VoIP element of the telephone technology (Goldstein & Rerle, 2000). The program adopts the call center, the automatic Asterisk NOW telephone, and other factors. 
The Asterisk server functions with features which include, hard drive RAID data, CentOS Windows and Asterisk FreePBX distribution kit. The significant features of the server IP-telephonies are Windows and fast memory. A 1GHZ processor and a 2GB memory are sufficient for an office of 0-10 clients. It is, however, essential to evaluate wisely if simultaneous calls are made (Avakov, R. 1981). It is possible for the hard drive to be only one. In this case, 160 Gb should be the lowest volume. 
A large disk is also necessary if we decide to keep aside telephone calls for records. An excellent suggestion is to use 1 Tb disks. Then, two hard drives, duly connected, will come handy. As such, there is a chance to rectify functioning of the server at once with the second hard drive using 1 HDD (Kuznetsov et al., 2000). A telephony server should also provide an uninterruptible power supply (UPS) to protect the server from distortions and aid in the harmonious working of the IP-telephony. The program IP automatic telephone passage is the base and the telephony VoIP server program. 
Then, the development of features takes place on the program automatic telephone which includes the voice menu, call distribution directions, telephone dialogue estimates, among others. However, the server requires extensive delays by moving packages to the internet (should be higher than 150 ms). A further immense loss (in percentage) delays by moving components to the internet which should not be higher than 3 percent and significant delays between the movement of packages to the internet which should not be more than 50 ms (Kuznetsov et al., 2000). 
On the other hand, the personal computer is responsible for client's tasks. It also channels possible user requests to the server. The External Wi-Fi adapter is usually attached to the USB slot, and it's not instrumental in the working of the external power supply. The External Wi-Fi adapter is a device that permits the computer to function with various elements of the local computer network through an access point (Goldstein & Rerle, 2000). The adapter has essential features which include, Sensitivity, Built-in antennas which can be one, wireless information transfer speed of 54Mbit/sec and transmitter productivity. 
The Internal Wi-Fi adapter is the Wi-Fi network terminal which is almost the same as the traditional network terminal card excluding the fact that the Wi-Fi network terminal displays in the option functioning as the internal PCI card with the same characteristics as the external adapter (Avakov, R. 1981). The Access Point is the Wi-Fi input points which provides wired and wireless network users a network that is predominantly uniform. The input points display in two vital ways. One is in building application and external application. The other is designing entry points connected with panel antennas. 
External Wi-Fi point of input is desirable for users who prefer to be outside apartments. It also has protected performance and better experience assessment. If one uses more than the external point of input, it is easier to reach organizations which are on the outskirts of the nearby city. However, it is important to note that it is quite easy to enable antennas to provide more Wi-Fi. External Wi-Fi antennas increase signals which in turn allows Wi-Fi to provide more network (Kulgin, M. 1999). The elements of a point of input are, Sensitivity, one to two number of antennas, transmitter productivity, a 54Mbit/sec wireless information transfer speed and a standard network of 802.11a, 802.11b, 802.11g, or 802.3. 
It is not difficult to execute this experiment, that is, the model of Opnet Modeler V.14 software package of the wireless computer network using the IP PBX Asterisk. First, we need to modify a desktop. After that, we click on the edit, preference, repositories and then ok option (Avakov, R. 1981). Next, we focus the cursor on the subsequent node of a network, and a list window will appear. We now make more tests establishing traffic. We then use traffic which resembles OPNET Modeler 14. Its four kinds include IP Unicast, IP Multicast, VoIP and MPLS VPN. Firstly, we select from the VoIP traffic by clicking on the main traffic menu, create traffic flows and then on the VoIP. 
It is, however, important to analyze the components of the windows by indicating "birdie" in the window, Set start time. Then, we click on the create option. Like we did earlier, we again establish traffic’s creation, for instance, technology IP Unicast and also VoIP traffic. After that, we click to run the model (Kulgin, M. 1999). To do this, we simply go back to the program's main menu and click the image of Con picture or Run flow and then click "Run" to finalize the running of the model. Lastly, we click on the traffic window and here we receive the results of the modeling.
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