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Article Analysis of “Information Security”
	Does people’s electronic information need to be protected? There are many frauds, blackmails, cyber-attacks that many people do not know because they do not think that can happen to them. This article “Information Security – The people Issue” shows some electronic threats that can happen to some people, and how they can protect themselves. Also, it illustrates what is the information that can be attacked, such as personal information, bank accounts, hardware that has important databases, and what the risks are. Moreover, it has some information about email that people use every day, and how unsafe, sometimes, can be. This article was published electronically by Sage website last year, and the author is Danny Budzak who has been working with digital technology for many years. He has also built and developed websites and information security. Although, this article is about information security, the purpose of this piece of writing will be to analyze and see the rhetorical choices, context, and strategies.
	The article has good structures that makes any reader understands what information security is. In the introduction the author says that “I was recently caught up in a bomb scare in a busy railway station”(Budzak, 2016). The author starts with a physical threat which he has had even though his article is about intangible threats. He connects that to information security and shows the similarities between them, so readers can understand what information security is and how dangerous its threats are. Moreover, the author explains what electronic information means, and how people or organizations use it. Then, he starts to explain threats, risks, responsibilities, and other aspects. That makes transitions between paragraphs well organized, and they can be understood easily. For example, first, the author wrote about threats, and he mentions that there have been “closure of up to 1000 scam websites a month” (Budzak, 2016). After that, he wrote about risks of websites like those websites, and that makes readers have knowledge about threats before they read the risks paragraphs. However, the article does not have sources of some stories that the writer mentioned to make the article more convincing.
[bookmark: _Hlk497090610]	The language and the tone of this article is threatening. The author said about what the purposes are of cyber-attack that it “might involve directly stealing money or fraud” (Budzak, 2016). For example, he mentions a story about a digital heist that fraudsters stole $80 million, and they could have stolen more if they had not had a mistake of spelling “foundation”. Instead, they spelled it “fandation” (Budzak, 2016). Like these stories or understanding why there are cyber-attacks make readers feel how security is really important because the tone and the language is strong in the article. Furthermore, the author claims that “The biggest threat to information security is of course people” (Budzak, 2016). Budzak makes his tone looks threatening because people are dealing with technology that has their personal information in their daily lives. Therefore, readers take it seriously when they read the article because some of them might be victims of cyber-attack. 
The article has pathos as a result of the author language, and it also has ethos. First, Budzak says “scared?”, “Surely that’s safe?” and other scary stories (Budzak, 2016). Adding questions like asking whether scared or not in the article shows that cyber-attack is real, and it can happen to any person or organizations. He knows the stories that he mentioned are scary because they are related to money and personal information. Adding pathos makes readers continue to read the article because it has interesting information. Second, this article has ethos which makes it credible because the author is writing about a topic within his field of work. To illustrate that, the article has a brief information that shows his work, and what he has accomplished at the end.
The structure, the author tone, and the emotional stories have good arguments within them. Budzak says “It is estimated that between 50% and 90% of cyberattacks and information security breaches are to do with human error in some way”(Budzak, 2016). People can protect themselves from cyber-attacks, frauds, or blackmailing by learning who to secure their information. For example, almost all people have social media which some of them have personal information, locations, and, sometimes, credit card number, and some of them use them without being aware how dangerous people, like fraud, might these websites have. Thus, this article shows how easy someone can be attacked electronically by stating examples and purposes of attacks, and it illustrates some small risks like emails that can lead to big risks like paying money to some organizations that claims selling some kind of products. In this way, people can threaten themselves by exposing their information to public in social media. 
[bookmark: _GoBack]To sum up, the article has attractive stories and examples, and the heading and the paragraphs are well organized which make readers continue to read. Also, the language and tone of the writer are suitable for the article even though they are scary. All those information and stories are to show people that they are vulnerable to any attack if they do not protect their information, and they can lose money. Training can save people’s money and can even save lives that might be victims of criminals who use technology for criminal purposes. All people should know how to protect their information and what the consequences are to understand how cyber-attack can happen.
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